
PRIVACY POLICY  

 

Last updated：July 22, 2022 

 

NFA.space takes our users’ privacy responsibly. This privacy policy describes 

how we collect, process, and share information through our Services. Please read 

this policy carefully. 

By «Services», we mean our website located at nfa.space (including any 

successor sites) and any content, products or services that we make available there, 

including all data and information related to any of the foregoing, that we may from 

time to time make available, together with our social media accounts and email 

messages that link to this policy. 

By providing us with Personal Information (as defined below), you agree to the 

terms and conditions of this policy. Capitalized terms not defined in this policy have 

the meanings provided in our Public Offer Agreement. 

 

1. PERSONAL INFORMATION 

 

You may choose whether to provide Personal Information in connection with 

your use of the Services. If you choose not to provide the information we request, 

you may still visit and use parts of the Services, but you may be unable to access or 

use some features. 

 

1.1. Personal Information We May Collect 

«Personal Information» is information that identifies you as an individual, 

including: 

- Public blockchain address (wallet) 

- Name and Surname 



- E-mail  

- Phone number 

- Personal information included in communications you send to us 

We may use third-party services to process payments in connection with the 

Services. If you wish to make a payment, your Personal Information may be 

collected by such third parties and not by us and will be subject to the third party’s 

privacy policy, rather than this policy. We have no control over, and aren’t 

responsible for, this third party’s collection, use and disclosure of your Personal 

Information. 

If you submit any Personal Information relating to other people to us or to our 

service providers in connection with the Services, you represent that you have the 

authority to do so and to permit us to use the information in accordance with this 

policy. 

 

1.2. How We May Collect Personal Information 

We and our service providers may collect Personal Information in a variety of 

ways, including: 

- Through the Services: We may collect Personal Information through the 

Services, e.g., when you sign up for updates, register for an account, or 

make a payment. 

- From Automated Means: When you use the Services, the Service may 

collect information automatically. 

- From Other Sources: We may receive your Personal Information from other 

sources, such as public databases; joint marketing partners; social media 

platforms (e.g., Discord); from people with whom you’re friends or 

otherwise connected on social media platforms, as well as from other third 

parties. 

-  



1.3. How We May Use Personal Information 

We and our service providers will process Personal Information only to the 

extent necessary to achieve the purposes of use specified below, except, as more 

fully set forth below, when we obtain your consent or as otherwise permitted by law. 

Our purposes of use of Personal Information include: 

- To provide our Services, respond to your inquiries and fulfill your requests, 

such as to send you updates and announcements and respond to questions 

about our Services. 

- To send administrative information to you, for example, information 

regarding the Services and changes to our terms, conditions, and policies. 

- To process your transactions or payments, including by processing 

transactions related to non-fungible tokens («NFTs») on a blockchain, 

communicate with you regarding your transactions or payments, and 

provide you with related customer service. Please also see the Blockchain 

Notice below under «Choices and Access» for additional details regarding 

our use of a public blockchain to process your transactions with us. 

- To send you marketing communications about our products and 

services/about our products and services and third-party products and 

services that we believe may be of interest to you. 

- To personalize your experience on the Services such as by displaying 

content we believe may be of interest to you based on information we have 

received and analyzed about you. 

- To allow you to participate in sweepstakes, contests, giveaways, and similar 

promotions, and to administer these activities. Some of these activities have 

additional rules, which could contain additional information about how we 

use and disclose your Personal Information, so we suggest that you read 

these rules carefully.  

- To facilitate social sharing functionality such as integrating with social 

media platforms enabling you to share updates about our Services on your 

social media profiles. 



- To allow you to send messages to another User through the Services. By 

using this functionality, you represent that you’re entitled to use and provide 

us with the other User’s name, email address, social media account ID or 

other information you provide. 

- For our business purposes, such as data analysis, developing new products, 

enhancing, improving, securing or modifying the Services, identifying 

usage trends, determining the effectiveness of our promotional campaigns, 

and operating and expanding our business activities. 

- To conduct analysis based on aggregated Personal Information, for 

example, to calculate the percentage of our Users who have a certain zip 

code, where such aggregated Personal Information is no longer identifiable. 

- To create Personal Information if we combine information that is not 

Personal Information with Personal Information (such as combining your 

name with your country). If we combine non-Personal Information with 

Personal Information, we will treat the combined information as Personal 

Information as long as it is combined. 

- As we believe to be necessary or appropriate: (a) under applicable law; (b) 

to comply with legal process; (c) to respond to requests from public and 

government authorities; (d) to enforce our Terms of Service, this policy and 

other online policies; (e) to secure and protect our Services, operations or 

those of any of our affiliates; (f) to protect our rights, privacy, safety or 

property, and/or that of our affiliates, you or others; (g) to detect, prevent, 

or otherwise address fraud or security issues; (h) conduct audits; and (i) to 

allow us to pursue available remedies or limit the damages or limit the 

damages that we may sustain. For example, we may process Personal 

Information to identify any fraudulent, harmful, unauthorized, unethical or 

illegal activity such as use of another individual’s identity, to defend 

ourselves in litigation or enforce our rights or agreements with others, to 

complete accounting audits, and to comply with subpoenas and other court 



orders to process data where we have determined there is a legal requirement 

for us to do so. 

-  

1.4. How We May Disclose Personal Information 

Your Personal Information may be disclosed: 

- To our third-party service providers who provide services such as website 

hosting, data analysis, payment processing, information technology and 

related infrastructure provision, customer service, email delivery, credit 

card processing, auditing, and other similar services, subject to appropriate 

confidentiality obligations. 

- By you, on message boards, chat, profile pages and blogs and other services 

to which you post information and materials (including, without limitation, 

our social media accounts). Any information you post or disclose through 

these services will become public. 

- To a third party in the event of any reorganization, merger, sale, joint 

venture, assignment, transfer or other disposition of all or any portion of our 

business, assets, or stock (including in connection with any bankruptcy or 

similar proceedings).  

- To a public blockchain as part of transactions you may make with us. Please 

see the Blockchain Notice below under «Choices and Access» for additional 

details regarding the disclosure of your Personal Information to a public 

blockchain. 

- As we believe to be necessary or appropriate: (a) under applicable law; (b) 

to comply with legal process; (c) to respond to requests from public and 

government authorities; (d) to enforce our Terms of Service, this policy and 

other online policies; (e) to secure and protect our Services, operations or 

those of any of our affiliates; (f) to protect our rights, privacy, safety or 

property, and/or that of our affiliates, you or others; (g) to detect, prevent, 

or otherwise address fraud or security issues; (h)conduct audits; and to allow 

us to pursue available remedies or limit the damages that we may sustain. 



We won’t sell your Personal Information, and we won’t exchange, transfer, or 

disclose it without your consent except as provided in this policy. 

 

 

2. COOKIES AND SIMILAR TECHNOLOGIES 

 

We and our third-party service providers may use cookies and other similar 

technologies as described below and for the purposes of use set forth above. We use 

this information to ensure that the Services function properly. 

- Using cookies: Cookies are small files stored directly on the device you’re 

using. Cookies allow us to collect information such as browser type, time 

spent on the Services, pages visited, language preferences and other 

anonymous traffic data. 

- Using pixel tags and other similar technologies: Pixel tags (also known as 

web beacons and clear GIFs) are small, non-recognizable pictures 

downloaded to your computer when a specific website is loaded. 

- Third-Party Analytics: We use Google Analytics in connection with the 

Services to help us analyze the traffic on the Services. Click here for more 

information on how Google collects and processes information. You can 

manage certain aspects of Google’s collection of information from your 

browser by using this plugin. 

- Physical Location: We may collect the physical location of your device by, 

for example, using satellite, cell phone tower or WiFi signals. We may use 

your device’s physical location to provide you with personalized location-

based services and content. We may also share your device’s physical 

location, combined with information about what advertisements you viewed 

and other information we collect, with our marketing partners to enable 

them to provide you with more personalized content and to study the 

effectiveness of advertising campaigns. In some cases, you may be 

http://www.google.com/policies/privacy/partners/
http://www.google.com/ads/preferences/plugin/


permitted to allow or deny such uses or sharing of your device’s location, 

but if you choose to deny such uses or sharing, we and our marketing 

partners may not be able to provide you with the applicable personalized 

services and content. 

-  

 

3. THIRD-PARTY SERVICES 

 

This policy doesn’t address, and we aren’t responsible for, the privacy, 

information, or other practices of any third parties, including any third party 

operating any site or service to which the Services link. The inclusion of a link on 

the Services doesn’t imply endorsement of the linked site or service by us or by our 

affiliates. We aren’t responsible for the collection, usage and disclosure policies and 

practices (including the data security practices) of other organizations, developers, 

app providers, social media platform providers, operating system providers, wireless 

service providers or device manufacturers, including any Personal Information you 

disclose to other organizations through or in connection with our social media 

accounts. 

 

 

4. SECURITY 

 

We seek to use reasonable organizational, technical, and administrative 

measures to protect Personal Information within our organization. Unfortunately, no 

data transmission or storage system can be guaranteed to be completely secure. If 

you have reason to believe that your interaction with us is no longer secure (for 

example, if you feel that the security of any account you might have with us has been 

compromised), please immediately notify us of the problem by contacting us in 



accordance with the «Contact Us» section below. Please also see the Blockchain 

Notice below under «Choices and Access» for additional details regarding the 

protection of your Personal Information. 

 

5. KEEPING OF YOUR INFORMATION 

 

We keep your Personal Information for no longer than necessary for the 

purposes for which it is processed. The length of time for which we retain 

information depends on the purposes for which we collected and used it, 

requirements of applicable laws, the amount, nature, and sensitivity of the 

information, the potential risk of harm from unauthorized use or disclosure of the 

information, the resolution of any pending or threatened disputes, and enforcement 

of our agreements. 

When we no longer require the Personal Information, we will either delete or 

deidentify it or, if this is not possible, securely store it in accordance with this 

Privacy Policy and cease use of the Personal Information until deletion is possible. 

If we deidentify your Personal Information (so that it can no longer be associated 

with you), we may retain this information for longer periods. 

 

 

6. CHOICES AND ACCESS 

 

Your choices regarding our use and disclosure of your Personal Information. 

We give you many choices regarding our use and disclosure of your Personal 

Information for marketing purposes. You may opt-out from: 

- Receiving text messages or phone calls from us: Except as we describe in 

this policy, our Terms of Service or our other terms and conditions, we 

won’t typically communicate with you by text message or phone call unless 



you provide us with your phone number and we need to contact you for 

transactional purposes. 

We will try to comply with your request(s) as soon as reasonably practicable 

and otherwise in compliance with applicable laws. Depending on the laws in your 

location and the nature of your request, we may charge a fee to process your request, 

which we will notify to you before we fulfill the request if there is a fee. 

 

6.1. Your Other Personal Information Rights 

You may view, change or delete much of the Personal Information we collect 

by logging into your profile and going to the «Edit Profile» page. Depending on your 

location, you may have other rights related to your Personal Information, and if that 

is the case, you may contact us as provided in the «Contact Us» section below. 

In your request, please make the nature of your request clear and what Personal 

Information is within the scope of your request. For your protection, we may only 

implement requests with respect to the Personal Information associated with the 

email address that you use to send us your request, and we may need to verify your 

identity before implementing your request. If we need to verify your identity, we 

will inform you for the information we need to verify your identity. Any such 

information collected for this purpose will only be used to verify your identity and 

complete your request. We may not be able to return information you provide in 

connection with a request, but we will destroy the information in compliance with 

applicable laws. We will try to comply with your request as soon as reasonably 

practicable and otherwise in compliance with applicable laws. 

We may need to retain certain information as required by law, for 

recordkeeping purposes, or to complete any transactions that you began before 

requesting such change or deletion (e.g., when you make a payment, you may not be 

able to change or delete the Personal Information provided until after the completion 

of such payment). There may also be residual information that will remain within 

our databases and other records, which won’t be removed. We may not be able to 



fulfill your request due to certain exceptions in applicable law or due to legal 

obligations, and if we are not able to fulfill your request, we will notify you. 

 

6.2. Blockchain Notice 

In addition, if you engage in a transaction with us that relates to a public 

blockchain, we cannot edit, alter, modify, or delete any information that is stored on 

a public blockchain, for example the Ethereum blockchain, as we do not have 

custody or control over any public blockchains and the blockchain is immutable (it 

cannot be changed). The blockchain is a decentralized public ledger that records 

transactions across large networks of computer systems. We do not control the 

security of the blockchain or access to the information it contains. The information 

stored on the blockchain may include purchases, sales, and transfers related to your 

blockchain address and NFTs held at that address. Blockchains may be open to 

forensic analysis and the data they contain may be linked or otherwise identified to 

you and reveal your Personal Information or other private information such as 

financial details, transactions amounts, and more. 

 

 

7. USE OF SERVICES BY MINORS 

 

Regarding the use of the services by minors. The services aren’t directed to 

individuals under the age of 18, and we ask these individuals to refrain from 

providing personal information though the services. We do not knowingly solicit 

personal information from children or minors under the age of 18 or send them 

requests for personal information. If you believe we have collected personal 

information from a person under 18 years old without the consent of their parent or 

legal guardian, please let us know immediately by contacting us as indicated in this 

policy and providing sufficient information so we can act appropriately. 

 



8. CROSS-BORDER TRANSFER 

 

Your Personal Information may be stored and processed in any country where 

we have facilities or in which we engage service providers, and by using the Services 

you consent to the transfer of information to countries outside of your country of 

residence, including the United States, which may have different data protection 

rules than those of your country. 

 

 

9. SENSITIVE INFORMATION 

 

We ask that you not send us, and you not disclose, any sensitive Personal 

Information (e.g., social security numbers, information related to racial or ethnic 

origin, political opinions, religion or other beliefs, health, or criminal background) 

on or through the Services or otherwise to us. We do not require any sensitive or 

special Personal Information to provide any of our Services. If you provide any 

sensitive or special Personal Information, please contact us so that we may assist 

you in deleting the information. 

 

 

10. UPDATES TO THIS POLICY 

 

We may change this policy. Please look at the «Last Updated» legend at the top 

of this page to see when this policy was last revised. Any changes to this policy will 

become effective when we post the revised policy on the Services. Your use of the 

Services following these changes means that you accept the revised policy. 

 



11. CONTACТ US 

 

If you have any questions about this policy, please contact us by email at 

gm@nfa.space. Email communications is not always secure, so please don’t include 

credit card information, sensitive, or other special categories of information in your 

emails or letters to us. 


